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GOALS TODAY

Goals for this webinar:

1. Have a better understanding of the 
application process.

2. How to submit the application.

3. Gain knowledge of what might be 
asked of the organization if awarded.

• A copy of this PowerPoint will be sent 
out. 

• Please mark down any questions you 
have - we will have time at the end to 
answer them.

• Mics and cameras have been muted at 
this time to avoid audio feedback.

• Mics will be turned on during question 
and answers at the end.



WHAT IS THE NONPROFIT SECURITY GRANT 
PROGRAM (NSGP)?
The Nonprofit Security Grant Program (NSGP) is a federal grant program offered 
through the Federal Emergency Management Agency (FEMA) and administered in 
Michigan by the Michigan State Police, Emergency Management and Homeland 
Security Division (MSP/EMHSD) that provides funding support for target 
hardening and other physical security enhancements to nonprofit organizations 
that are at risk of a terrorist attack.

• Highly competitive.
• Reimbursement- based.
• 36-month period of performance.



WHO IS ELIGIBLE 
TO APPLY?

The State Administrative Agency (SAA) is 
the only entity eligible to apply to FEMA for 
NSGP funding on behalf of an eligible 
nonprofit organization.  Nonprofit 
organizations must apply to their SAA as 
the sub-applicant.

• Nonprofit Security Grant Program Urban 
Areas (NSGP-UA):  To qualify for this 
program you must be in FEMA-
designated urban area.

• Nonprofit Security Grant Program 
Statewide (NSGP-S):  This program 
includes all organizations outside the 
FEMA-designated urban area.



GRANT TIMELINE

Grant money is appropriated by Congress.

The FEMA has 60 days to release the Notice 
of Funding Opportunity (NOFO).

Within 60 days after the release of the NOFO 
the SAA submits scored and prioritized 
applications to FEMA. 

The nonprofit must complete the investment 
justification and submit the application packet to 
EMHSD.

The EMHSD verifies the application packets are 
complete and provides the applications to the scoring 
groups for scoring.

Scoring groups score and prioritize the applications.

The EMHSD prepares the applications for submission 
to FEMA.



APPLICATION DOCUMENTS 

The following is required in the application packet:

1. Nonprofit Security Grant Program (NSGP) Investment Justification (Application);

2. Vulnerability Assessment;

3. Contact Info Sheet;

4. Executive Compensation;

5. Mission Statement.

The next couple slides we will dive into each document.

Nonprofit Security Grant Program (NSGP) (michigan.gov) 

https://www.michigan.gov/msp/divisions/emhsd/grant-programs/nsgp/nonprofit-security-grant-program


NONPROFIT SECURITY 
GRANT PROGRAM 

INVESTMENT 
JUSTIFICATION 

APPLICATION DOCUMENT #1



INVESTMENT JUSTIFICATION



INVESTMENT JUSTIFICATION (CONTINUED)



INVESTMENT JUSTIFICATION (CONTINUED)



INVESTMENT JUSTIFICATION (CONTINUED)

The White House stands for freedom and democracy. It is also a symbol of our president, our country’s history, and the 
American people. More than 200 years ago, the United States was a brand-new country and many people thought it 
might be a good idea to have a central place where the president would live and work, which led to the creation of The 
White House. Every year millions of people visit The White House. As such a prominent and important part of American 
history and democracy The White House would be a potential target of terrorism. There is the possibility for a high 
number of causalities and the publicity of an attack on The White House would cause fear across the entire nation.

Our organization could have a significant role in responding to and recovering from terrorist attack. 
It is stocked with food and water and has a back up power supply. It can be used as a shelter, and 
even has a full kitchen and areas in which to shower and wash clothes if long term sheltering is 
needed. There are several roads that can be used to access the organization and it is unlikely to be 
cut off from the rest of the community. Our organization is part of the community VOAD.



INVESTMENT JUSTIFICATION (CONTINUED)

First include information from specific incidents at your facility including police 
reports, and/or insurance claims. Next, identify terrorist-related threats and 
hazards based on events at similar or nearby facilities including active shooters, 
attacks using sharp-edged weapons, explosive devices, arson, mail and package 
attacks, and vandalism. Which are most likely to occur, and which will cause the 
most serious consequences?

Summarize the gaps found in your completed vulnerability 
assessment. Ensure to identify which vulnerabilities lead to a higher 
probability of an attack or larger consequences in the event of an 
attack. Be specific and do not be afraid to pull language exactly from 
your vulnerability assessment. 

Explain the potential consequences of a terrorist attack on your 
facility. Be sure to include the potential for loss of life, loss of property, 
potential for mass casualties (if applicable), loss of reputation, impact 
on community, and any other foreseeable consequence.



INVESTMENT JUSTIFICATION (CONTINUED)

On page 16 of our completed vulnerability assessment a risk of unauthorized access to our facility has 
been identified. There is currently no way to monitor whether a door is locked or unlocked other than 
walking and checking each door. Doors can be unlocked from the inside and left unlocked without 
detection and could provide an easy entrance for an active shooter. The current doors are also old and 
easily broken through. In order to address this identified vulnerability, we want to install a physical access 
control system (14SW-01-PACS), impact resistant doors (14SW-01-DOOR), and an alarm system (14SW-01-
ALRM) to ensure there is no unauthorized access to the facility. The system will include impact resistant 
doors with automatic locking mechanisms, an alarm that rings when a door is propped open, and a video 
intercom system will be installed to allow authorized guests access.
14SW-01-PACS- $30,000 14SW-01-DOOR- $25,000 14SW-01-ALRM- $15,000



INVESTMENT JUSTIFICATION (CONTINUED)



INVESTMENT JUSTIFICATION (CONTINUED)

Drop downs will assist with section IV-B. 



NONPROFIT SECURITY GRANT PROGRAM 
AUTHORIZED EQUIPMENT LIST



FINDING AUTHORIZED EQUIPMENT
• https://www.fema.gov/grants/tools/

authorized-equipment-list

https://www.fema.gov/grants/tools/authorized-equipment-list
https://www.fema.gov/grants/tools/authorized-equipment-list


ALLOWABLE COSTS
Equipment
Allowable costs are focused on target hardening 
and physical security enhancements.  Must align 
to the Authorized Equipment List in Section 
IV-B. 
Planning
Funding may be used for security or emergency 
planning expenses and the materials required to 
conduct planning activities. 

Training
Allowable training topics are limited to the 
protection of critical infrastructure key resources, 
including physical and cybersecurity, target 
hardening, and terrorism awareness/employee 
preparedness such as Community Emergency 
Response Team training, Active Shooter training, 
and emergency first aid training.  Proposed 
attendance at training courses and all associated 
costs using the NSGP must be included in the 
nonprofit organization’s Investment Justification.

Exercise
Funding may be used to conduct security-related 
exercises. This includes costs related to planning, 
meeting space and other meeting costs, facilitation 
costs, materials and supplies, and documentation. 

Hiring
Contracted Security Personnel are allowed under this 
program only as described in the NOFO and Manual.  
The NSGP funds may not be used to purchase 
equipment for contracted security.  The recipient 
must be able to sustain this capability in future 
years without NSGP funding.
Management and Administration (M&A)
Management and Administration (M&A) activities are 
those costs defined as directly relating to the 
management and administration of NSGP funds, such 
as financial management and monitoring.  Must be 
requested at time of application.  Cannot be 
added after award. 



INVESTMENT JUSTIFICATION (CONTINUED)



MILESTONE EXAMPLES

Milestones are key actions towards project completion and provide a performance measure for monitoring project 
progress.  Estimated completion dates must be included with each milestone in the Investment Justification.  
Listed below are examples of major activities, or milestones, and target completion dates.

1. Sign and return NSGP grant agreement documentation and attend the NSGP rollout meeting (November 2024);

2. Contact vendor(s) for updated price quotes (January 2025);

3. Complete and submit the eligibility forms (February 2025);

4. Complete and submit the Environmental and Historic Preservation (EHP) documentation ( March 2025);

5. Purchase reinforced door, locks and wiring (April 2025);

6. Complete deconstruction of doorway (May 2025);

7. Install reinforced door with locks and wiring (June 2025);

8. Progress reports to state and local partners (July 2025);

9. Submit reimbursement documentation (August 2025).



INVESTMENT JUSTIFICATION (CONTINUED)

Examples:
Project Manager Lead: Jack Ryan, 511-119-2323, JackRyan@gmail.com, CEO for 5 years at CIA School of Health and have been awarded and 
managed Department of Health grants for the past 3 years. 

Project Manager Backup: Jim Greer, 232-111-1234, JimGreer@gmail.com, Financial Manager for 3 years at CIA School of Health and have 
experience managing Department of Health grants for the past 3 years. 

Examples:
Challenges to effectively implement this project include installing the reinforced doors outside of the school year, preferably in the summer and 
learning how to manage a new grant while still managing our grant from Department of Health.

Coordination efforts for the project will include state partners such as Michigan State Police, Emergency Management and Homeland Security 
Division, Michigan Department of Education, and the Michigan Department of Health and Human Services. Local Agencies that our 
organization will coordinate with include Secret County Sheriff’s Office, Secret Counties Educational Board, and Secret Counties Fire 
Department. 



INVESTMENT JUSTIFICATION (CONTINUED)

Example:
Once the reinforced doors are installed, we will conduct an active shooter exercise and test the doors 
automatic locking mechanism. The after-action report will include whether the doors were able to 
automatically lock from the panic buttons alarm before the active shooter was able to enter the building 
from the parking lot and whether the doors were able to be unlocked remotely from our control center. 

Example: 
This project supports the Access Control and Identity Verification core capability and reduces the applicable 
gaps of our facility that includes control and limit access to critical locations and systems to authorized 
individuals carrying out legitimate activities. A reinforced door will build on our effort to reduce our security 
gap of controlling and limiting access to our facility.



INVESTMENT JUSTIFICATION (CONTINUED)



VULERABILITY 
ASSESMENT

APPLICATION DOCUMENT #2



VULNERABILITY ASSESSMENTS
A vulnerability/risk assessment specific to the location/facility for which the nonprofit 
organization is applying for funding is REQUIRED.  Currently, there are no other requirements 
for the vulnerability assessment, but it must be thorough and specific to your organization.

If you do not have a vulnerability assessment, get one now.  Your project must link to 
identified vulnerabilities within your vulnerability assessment.  You can pay for someone to 
complete a vulnerability assessment or at times your local police department may assist with 
this depending on staffing.

An example of a vulnerability may be that your organization’s facility has a glass door that 
does not lock, and you would like to purchase a reinforced door.  Your vulnerability assessment 
must identify the glass door as a vulnerability.  Your project should describe activities you are 
requesting grant funds for to address the vulnerability, such as replacing the door with a 
reinforced door with an automatic locking mechanism to harden your facility. 

If your project is to purchase a reinforced door but your vulnerability assessment does not 
mention any need for a new reinforced door, then the door in your project would be 
unallowable. 



WHAT MAKES A STRONG APPLICATION?

• Clearly identified risks, vulnerabilities, and consequences.

• Description of findings from a previously conducted vulnerability assessment.

• Details of any incident(s) including description, dates, etc.

• A brief description of any supporting documentation that is submitted as part of the application, if 
applicable.

• Explanation of how the investments proposed will mitigate or address the 
vulnerabilities identified from a vulnerability assessment.

• Establish a clear linkage with investment(s) and core capabilities.

• Verify all proposed activities are allowable costs per the FY 2024 NSGP NOFO.

• Realistic milestones that considers the EHP review process, if applicable.

• Description of the project manager(s) level of experience.



Vulnerability 
Assessment

Identify Security 
Gaps

Target Hardening 
Project to Close 

Vulnerability Gap

• Core 
Capability 

• Critical Tasks



What Critical Task does your target hardening activity support?

Vulnerability 
Assessment of 
White House

-Glass doors
-No Cameras
-Poor lighting 

Install Reinforced 
door with 

automatic locking 
mechanism

• Core Capability: Access Control 
and identity Verification

• Gaps: Control and limit access to 
critical locations and systems to 
authorized individuals carrying 
out legitimate activities.

Example



NONPROFIT SECURITY GRANT PROGRAM  
COMMON CORE CAPABILITIES 
The National Preparedness Goal is published by FEMA and below are the common core capabilities used for 
the NSGP. 

Protection – Physical Protective Measures:  Implement and maintain risk-informed countermeasures, 
and policies protecting people, borders, structures, materials, products, and systems associated with key 
operational activities and critical infrastructure sectors.

• Reducing or mitigation risks, including actions targeted at threats, vulnerabilities, and/or consequences, 
by controlling movement and protecting borders, critical infrastructure, and the homeland. 

Protection – Access Control and Identity Verification:  Apply and support necessary physical, 
technological, and cyber measures to control admittance to critical locations and systems. 

• Implement and maintain protocols to verify identity and authorize, grant, or deny physical and cyber 
access to specific locations, information, and networks.



COMMON PITFALLS
• Failure to have a thorough vulnerability/risk assessment. 
• Failure to answer the question being asked or only answering part of the question.

• Hint: There is a difference between “and” and “or.”
• Failure to establish a clear link between the proposed project and the identified 

vulnerabilities.
• Failure to submit the required supporting documentation.

• Examples:  Contact sheet, Mission Statement, Vulnerability Assessment.
• The MSP/EMHSD will provide a list of the required documents after the release of the 

NOFO.
• Requesting unallowable equipment. 
• Failure to submit before the deadline (This is a competitive process; and late submissions 

will not be accepted).



READ AND FOLLOW INSTRUCTIONS

The NSGP application is set up to ensure that 
individuals without grant application experience can 
complete the application successfully.  It is very 
important to read each, and every set of 
instructions provided by either MSP/EMHSD or 
FEMA.  If there is something you do not understand 
after reading the instructions, contact the 
MSP/EMHSD and we will happily assist you. 



CONTACT INFORMATION 
SHEET

APPLICATION DOCUMENT #3



CONTACT INFO SHEET



CONTACT INFO SHEET CONTINUED



EXECUTIVE 
COMPENSATION

APPLICATION DOCUMENT #4



EXECUTIVE COMPENSATION
• Required by Code of Federal Regulations to submit the Federal Funding Accountability and Transparency 

Act (FFATA) sub-award reports.

• Applies to all federal funds.

If a subrecipient:

1. Receives 80% or more of annual revenues from federal funds; AND, $25 million or more in annual 
revenue from federal funds.

• If your organization meets the threshold, you are required to report the compensation of the five 
highest paid executives in your organization.

• The MSP/EMHSD is collecting executive compensation data from applicants during the application 
process.  Applications will be submitted using “SmartSheet” and will include questions relating to 
executive compensation.

• The FFATA reports are available on USASpending.gov.
• If your organization has an active sam.gov account and meets the threshold, your organization is likely 

already reporting this information.



MISSION STATEMENT
APPLICATION DOCUMENT #5



MISSION STATEMENT

Quote is from FEMA – NOFO. 

 Mission Statement

“Each nonprofit subapplicant must include its Mission Statement and any mission 
implementation policies or practices that may elevate the organization’s risk. 
SAAs will use the Mission Statement along with the nonprofit subapplicant’s self-
identification in the IJ to validate that the organization is one of the following 
types: 1) Ideology-based/Spiritual/Religious; 2) Educational; 3) Medical; or 4) 
Other. The organization type is a factor when calculating the final score of the 
application…” 



APPLICATION PACKET RECAP

A complete application packet must include:

• Nonprofit Security Grant Program (NSGP) Investment Justification (Application);
• Executive Compensation;
• Contact Info Sheet;
• Vulnerability Assessment;
• Mission Statement.

Do not try to submit documents on grants.gov. 
• Applications must be submitted through a portal called “Smartsheet.”

• You will receive a message, “Success! We’ve received your information.” 
• If you would like a copy of your submission, be sure to check the box on the form.

 



SCORING CRITERIA 
OVERVIEW



SCORING CRITERIA 
The applications are scored in groups based on location in the State.  The NSGP-S applications 
are reviewed by a state review committee.  The NSGP-UA applications are scored by an Urban 
Areas Security Initiative (UASI) review committee, which is made up of emergency managers 
or their designee from the counties in the UASI region.

Once scoring and prioritization occurs at the state level the applications are submitted to 
FEMA, where a second scoring process is conducted at the federal level.  The FEMA makes 
the actual determination of who receives funding.

All completed applications are submitted for federal review; however, we do NOT submit 
applications that are incomplete.  Ensure that you complete each box on your application.



SCORING CRITERIA



SCORING CRITERIA 



SCORING CRITERIA 



SCORING CRITERIA 



SCORING CRITERIA 



PROJECT CHANGES

The NSGP is competitive, and funding decisions are based on: 

• The threat, vulnerability, and consequence to a specific facility/location. 

• The ability of the proposed project to mitigate the risk factors identified in the investment and risk 
assessment.  

Due to the competitive nature of the grant, the Department of Homeland Security and FEMA will generally not 
approve scope changes resulting from the following situations:  Requests to fund projects at alternative facilities. 

• Circumstances where renovations are completed after the application is submitted that impact 
vulnerabilities upon which the application was developed. 

• Requests to significantly change the physical security enhancements for which funding was originally 
provided. 



WHAT TO EXPECT IF AWARDED/ KEY 
POINTS
• You will receive the award notification email.  No money can be spent at this time.  Last year notifications 

went out in August. 

• This grant is reimbursement based.  The subrecipient will pay for the project and be reimbursed for the 
allowable work completed.

• Multiple steps once awarded- Grant Agreements, Alignment and Allowability forms, Procurement process, 
EHP form approvals, work on project, reimbursement packets, and Biannual Strategy Implementation 
Report/Closeout.

• It can be difficult to change the scope of work once awarded.  Please keep this in mind when working on 
Section IV-B of the investment justification.  These categories will be what you will be awarded on.

• Lots of documentation will be involved with the award.  A webinar will be hosted for each step along the 
way.



IMPORTANT POINTS
• Program is designed for enhancing 

physical security measures in existing 
structures.

• Applications MUST be submitted 
through our website.

• Risk/vulnerability assessments.

• The application is a PDF format.

• UEI  It may take a while for this 
process, please ensure this is done in 
a timely manner.

• 501(c)(3) number  use EIN. 

• Read the NOFO and FEMA Grants 
Preparedness Manual NSGP appendix.

• Proofread.

• *** It is very important to read 
directions and follow instructions. ***



QUESTIONS?



CONTACT INFORMATION

NSGP - PRIMARY CONTACT:

Jason Guthaus

Phone:  517-614-0936

Email:  GuthausJ1@michigan.gov

NSGP - BACK UP CONTACT:

Paul Lounsberry

Phone:  517-256-3920

Email:  LounsberryP@michigan.gov

mailto:GuthausJ1@michigan.gov
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